
 
 

 
 

ประกาศสถานีตำรวจภูธรท่าตาฝั่ง 
เรื่อง นโยบายด้านแนวทางการคุ้มครองข้อมูลส่วนบุคคล 

(privacy policy) 

โดยที่พระราชบัญญัติคุ ้มครองข้อมูลส่วนบุคคล พ.ศ.๒๕๖๖๒ มาตรา ๔ วรรคสาม บัญญัติ  ให้ผู้
ควบคุมข้อมูลส่วนบุคคลของหน่วยงานของรัฐต้องจัดให้มีการรักษาความมั่นคงปลอดภัยของข้อมูลส่วนบุคคคล
ให้เป็นไปตามมาตรฐาน นั้น 

เพื่อให้การปฏิบัติด้านการคุ้มครองข้อมูลส่วนบุคคลของหน่วยงานในสังกัดสถานีตำรวจภูธรท่าตาฝั่ง 
เป็นไปตามนโยบาย กฎหมาย ระเบียบ และคำสั่งที่เกี่ยวข้อง ให้สามารถนำไปปฏิบัติได้ สถานีตำรวจภูธรท่า
ตาฝั่ง จึงออกประกาศนโยบายด้านแนวทางการคุ้มครองข้อมูลส่วนบุคคล ดังต่อไปนี้ 

ข้อ ๑ วัตถุประสงค์และขอบเขตของประกาศ 
       ๑.๑ การจัดทำนโยบายด้านแนวทางการคุ้มครองข้อมูลส่วนบุคคล เพื่อให้การคุ้มครองข้อมูล
ส่วนบุคคลมีประสิทธิภาพ และเพื่อให้มีมาตรการเยียวยาเจ้าของข้อมูลส่วนบุคคลจากการถูกละเมิด
สิทธิในข้อมูลส่วนบุคคลที่มีประสิทธิภาพ 
       ๑.๒ กำหนดขอบเขตของการปฏิบัติด้านการคุ้มครองข้อมูลส่วนบุคคลโดยอ้างอิงประกาศของ
สำนักงานคณะกรรมการคุ้มครองข้อมูลส่วนบุคคล และให้มีการปรับปรุงอย่างต่อเนื่อง 
       ๑.๓ ประกาศนี้ ต้องเผยแพรให้ข้าราชการตำรวจได้รับทราบ และต้องถือปฏิบัติตามอย่าง

เคร่งครัด 
       ๑.๔ เพื ่อกำหนดมาตรฐาน แนวทางปฏิบัติและวิธ ีปฏิบัติ ให้ผู ้ควบคุมข้อมูลส่ว นบุคคล  

ผู ้ประมวลผลข้อมูลส่วนบุคคล และเจ้าหน้าที่ ค ุ ้มครองข้อมูลส่วนบุคคล ทั ้งข้าราชการตำรวจและ
บุคคลภายนอกที่ปฏิบัติงานให้หน่วยงาน ตระหนักถึงความสำคัญของข้อมูลส่วนบุคคคลเกี่ยวกับการเก็บ
รวบรวม ใช้ หรือเปิดเผยข้อมูลส่วนบุคคล ในการดำเนินงานและปฏิบัติตามอย่างเคร่งครัด 

       ๑.๕ ประกาศนี้ต้องมีการแก้ไขให้ถูกต้อง โดยทบทวนปรับปรุงให้เป็นปัจจุบันอย่างน้อยปีละ ๑ ครั้ง 
ข้อ ๒ ประกาศนี้ให้มีผลบังคับใช้ตั้งแต่บัดนี้เป็นต้นไป 
ข้อ ๓ มาตรการรักษาความปลอดภัยของข้อมูลส่วนบุคคล 
       แนวปฏิบัติสำหรับการดำเนินการของผู้ควบคุมข้อมูลส่วนบุคคล กำหนดกรอบการทำงานเป็น

ขั้นตอนการปฏิบัติของผู้ควบคุมข้อมูล ตาม มาตรา ๓๗ แห่งพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล ซึ่งผู้
ควบคุมข้อมูลส่วนบุคคลต้องจัดให้มีมาตรการรักษาความปลอดภัยของข้อมูลส่วนบุคคลให้ครอบคลุมอย่างน้อย 
๓ ประเด็น คือ ๑) การธำรงไว้ซึ ่งความลับ (confdentiality) ๒) ความถูกต้องครบถ้วน ( integity) และ  
๓) สภาพพร้อมใช้งาน (availability) ของข้อมูลส่วนบุคคล ทั ้งนี ้ เพื ่อป้องกันการสูญหาย เข้าถึง ใช้ 
เปลี่ยนแปลง แก้ไข หรือเปิดเผยข้อมูลส่วนบุคคลโดยมิชอบ โดยอย่างน้อยควรประกอบด้วยการดำเนินการ  
๓ มาตรการ ดังต่อไปนี้ 

       ๓.๑ มาตรการป้องกันด้านการบริหารจัดการ (administrative safeguard) 
                                  ๓.๑.๑ มีการออกระเบียบ วิธีปฏิบัติ สำหรับควบคุมการเจ้าถึงข้อมูลส่วนบุคคล
และอุปกรณ์ในการจัดเก็บและประมวลผลข้อมูลส่วนบุคคล โดยคำนึงถึงการใช้งานและความมั่นคงปลอดภัย  



เช่น กำหนดให้มีบันทึกการเข้าออกพื้นที่ กำหนดให้เจ้าหน้าที่รักษาความปลอดภัยตรวจสอบผู้มีสิทธิผ่าน   
เข้า -ออก มีการกำหนดรายชื่อผู้มีสิทธิเข้าถึง ทั้งนี้ความเข้มข้นของมาตรการ ให้เป็นไปตามระดับความเสี่ยง  
หรือความเสียหายที่อาจเกิดข้ึนหากข้อมูลส่วนบุคคลรั่วไหล ถูกแก้ไข ถูกคัดลอก หรือถูกทำลาย โดยมิชอบ 
                                  ๓.๑.๒ มีการกำหนดเกี่ยวกับการอนุญาตหรือการกำหนดสิทธิในการเข้าถึงมูลส่วน
บุคคลของผู้ใช้งาน (user responsibibities) แบ่งเป็น รูปแบบต่าง ๆ เช่น สิทธิในการเข้าดู แก้ไขเพิ่มเติม
เปิดเผยและเผยแพร่ การตรวจสอบคุณภาพข้อมูล ตลอดจนการลบทำลาย 
                       ๓.๒ มาตรการป้องกันด้านเทคนิค (technical safeguard) 
                                  ๓.๒.๑ การจัดให้มีวิธีการเพื่อให้สามารถตรวจสอบย้อนหลังเกี่ยวกับการเข้าถึง
เปลี่ยนแปลง ลบ หรือถ่ายโอนข้อมูลส่วนบุคคล ให้สอดคล้องเหมาะสมกับวิธีการและสื่อที่ใช้ในการเก็บ
รวบรวม ใช้ หรือเปิดเผยข้อมูลส่วนบุคคล 
                                  ๓.๒.๒ การบริหารจัดการการเข้าถึงของผู้ใช้งาน (user access management) 
เพื่อควบคุมการเข้าถึงข้อมูลส่วนบุคคลเฉพาะผู้ที่ได้รับอนุญาต ตามระดับสิทธิการใช้งาน ได้แก่ การนำเข้า  
เปลี่ยนแปลง แก้ไข เปิดเผย ตลอดจนการลบทำลาย 
                                  ๓.๒.๓ จัดให้มีระบบสำรองและกู้คืนข้อมูล เพ่ือให้ระบบ และ/หรือบริการต่าง ๆ 
ยังสามารถดำเนินการได้อย่างต่อเนื่อง 
                       ๓.๓ มาตรการป้องกันทางกายภาพ (physical safeguard) ในเรื่องการเข้าถึงหรือควบคุม
การใช้งานข้อมูลส่วนบุคคล (access control) 
                                  ๓.๓.๑ มีการควบคุมการเข้าถึงข้อมูลส่วนบุคคลและอุปกรณ์ในการจัดเก็บและ
ประมวลผลข้อมูลส่วนบุคคล โดยคำนึงถึงการใช้งานและความมั่นคงปลอดภัย เช่น มีบันทึกการเข้า-ออก พ้ืนที่ 
มีเจ้าหน้าที่รักษาความปลอดภัยของพื้นที่ มีระบบกล้องวงจรปิดติดตั้ง มีการล้อมรั้วและล็อคประตูทุกครั้ง  มี
ระบบบัตรผ่านเฉพาะผู้มีสิทธิเข้าออก ทั้งนี้ความเข้มข้นของมาตรการ ให้เป็นไปตามระดับความเสี่ยง  หรือ
ความเสียหายที่อาจเกิดขึ้นหากข้อมูลส่วนบุคคลรั่วไหลถูกแก้ไข ถูกคัดลอก หรือถูกทำลาย โดยมิชอบ 
                                  ๓.๓.๒ กำหนดหน้าที่ความรับผิดชอบขอบของผู้ใช้งาน (user responsibilities) 
เพื่อป้องกันการเข้าถึงข้อมูลส่วนบุคคลโดยไม่ได้รับอนุญาต การเปิดเผย การล่วงรู้ หรือการลักลอบทำสำเนา
ข้อมูลส่วนบุคคล การลักขโมยอุปกรณ์จัดเก็บ หรือประมวลผลข้อมูลส่วนบุคคล การลักลอบนำอุปกรณ์เข้าออก 
  ข้อ ๔ วิธีการปฏิบัติ 

สถานีตำรวจภูธรท่าตาฝั่ง เป็นหน่วยงานภาครัฐขนาดเล็ก และมีความชับช้อนเกี่ยวข้องกับ ข้อมูลส่วน
บุคคลจำนวนมาก การเก็บรวบรวมข้อมูลส่วนบุคคลของแต่ละหน่วยให้เก็บรวบรวมข้อมูลส่วนบุคคลที่จำเป็น
ภายใต้วัตถุประสงค์อันชอบด้วยกฎหมายของผู้ควบคุมข้อมูลส่วนบุคคล ดังนี้ 
                       ๔.๑ ให้ข้าราชการตำรวจมีความรู ้ความเข้าใจ และความตระหนักรู ้พระราชบัญญัติ  
คุ้มครองข้อมูลส่วนบุคคล พ.ศ.๒๕๖๒ 
                       ๔.๒ จัดทำแบบสอบถาม เพื ่อสำรวจ การเก็บ ใช้ และเปิดเผยข้อมูลส่วนบุคคลของ
ข้าราชการตำรวจในสังกัด เนื่องจากแต่ละหน่วยมีหน้าที่และความรับผิดชอบแตกต่างกัน 
                       ๔.๓ ผู ้ควบคุมข้อมูลส่วนบุคคลต้องจัดทำประกาศความเป็นส่วนตั ว หรือคำประกาศ 
เกี่ยวกับความเป็นส่วนตัว (privacy notice) เพื่อแจ้งให้เจ้าของข้อมูลทราบถึงรายละเอียดก่อนหรือขณะเก็บ
รวบรวมข้อมูลส่วนบุคคล ตาม มาตรา ๒๓ แห่งพระราชบัญญัติคุ้มครองข้อมูลส่วนบุคคล พ.ศ. ๒๕๖๒ 



                       ๔.๔ จัดทำนโยบายการคุ้มครองข้อมูลส่วนบุคคล (privacy policy) เพื่อประโยชน์ในการ
บริหารจัดการข้อมูล และแจ้งให้ข้าราชการตำรวจในสังกัดได้ทราบถึงนโยบายและแนวทางหรือกำหนดวิธีใน
การเก็บรวบรวม ใช้ หรือเปิดเผยข้อมูลส่วนบุคคลของบุคคลภายในหน่วยงาน 
                       ๔.๕ ผู้บังคับบัญชาจะต้องออกระเบียบ วิธีปฏิบัติ ประกาศ คำสั่ง หรือหนังสือสั่งการ
เกี่ยวกับมาตรการรักษาความปลอดภัยของข้อมูลส่วนบุคคล ตามข้อ ๓ เพ่ือป้องกันมีให้ข้อมูลส่วนบุคคลรั่วไหล 

รายละเอียดวิธีการปฏิบัติด้านการคุ้มครองข้อมูลส่วนบุคคลให้เป็นไปตามเอกสารแนบท้ายประกาศนี้ 
ข้อ ๕ นโยบายด้านการคุ้มครองข้อมูลส่วนบุคคลนี้ เป็นมาตรการในการคุ้มครองข้อมูลส่วนบุคคลของ

สถานีตำรวจภูธรท่าตาฝั่ง ซึ่งข้าราชการตำรวจ รวมทั้งลูกจ้าง และหน่วยงานภายนอก จะต้องปฏิบัติตามอย่าง
เคร่งครัด โดยที่ผู้ควบคุมข้อมูลส่วนบุคคลอาจเลือกใช้มาตรฐานการรักษาความมั่นคงปลอดภัยของข้อมูลสว่น
บุคคลอาจเลือกใช้มาตรฐานการรักษาความม่ันคงปลอดภัยของข้อมูลส่วนบุคคลที่แตกต่างไปจากประกาศฉบับ
นี้ได้ หากมาตรฐานดังกล่าวมีมาตรการรักษาความมั่นคงปลอดภัยไม่ต่ำกว่าที่กำหนดในประกาศนี้ และควรให้
หน่วยที่มีอำนาจตีความและวินิจฉัยปัญหาอันเกิดจากการปฏิบัติตามประกาศนี้ 

ข้อ ๖ ทุกหน่วยงานต้องจัดให้มีคำประกาศเกี่ยวกับความเป็นส่วนตัว เพื่อแจ้งให้เจ้าของข้อมูลทราบ
และควรมีนโยบายการคุ้มครองข้อมูลส่วนบุคคล (privacy policy) เพื่อประโยชน์ในการบริหารจัดการข้อมูล 
และแจ้งให้ข้าราชการตำรวจในสังกัดได้ทราบถึงนโยบายด้านแนวทางการคุ้มครองข้อมูลส่วนบุคคล 

ข้อ ๗ นโยบายด้านแนวทางการคุ้มครองข้อมูลส่วนบุคคลให้ผู้ควบคุมข้อมูลส่วนบุคคลของแต่ละ
หน่วยเป็นผู้รับผิดชอบ 

ข้อ ๘ ให้ผู้ควบคุมข้อมูลส่วนบุคคลแจ้งเหตุการละเมิดข้อมูลส่วนบุคคลที่สำนักงานคณะกรรมกา ร
คุ้มครองข้อมูลวบุคคล โดยไม่ไม่ชักข้า ภายใน ๗๒ ชั่วโมง นับแต่ทราบเหตุ 

ข้อ ๙ การออกประกาศนโยบายด้านแนวทางการคุ ้มครองข้อมูลส่วนบุคคลและการรักษาความ
ปลอดภัยครั้งต่อไป มอบหมายให้สถานีตำรวจภูธรท่าตาฝั่ง เป็นผู้ดำเนินการ และมอบหมายให้งานกฎหมาย
และคดี สถานีตำรวจภูธรท่าตาฝั่ง ดำเนินการในส่วนที่เกี่ยวข้องด้านกฎหมาย 

  
 ประกาศ ณ วันที่ ๒๐ ตุลาคม พ.ศ.๒๕๖๘ 
 

 
                                               พ.ต.ท.   
                                                          (ปพัสศ์พงศ์ แก้วรากมุก) 
                                                               สว.สภ.ท่าตาฝั่ง 

 


